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Risk 

 
 

Mobile devices have unlocked previously untapped potential for your 

organization, enabling your employees to work however and from wherever 

they’re the most productive. 

But they also now have the same access to your infrastructure as traditional 

endpoints. As a result, cyberattackers have built strategies to target both 

mobile devices and desktops to ensure they find vulnerable entry points into 

your infrastructure. 

To understand the challenges facing U.S. government agencies, we looked at 

data specific to our federal, state and local customers from the Lookout 

Security Graph. 

Read the U.S. Government Threat Report to learn what we found. 


